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AMENDMENT 
 
This amendment (“Amendment”) is effective as of the date of signature of the last party to sign as indicated below 
(“Amendment Effective Date”) by and between Tyler Technologies, Inc., a Delaware corporation with offices at 840 West 
Long Lake Road, Troy, MI 48098 (“Tyler”) and the City of Merced, with offices at 611 W 22nd St, Merced, CA 95340-3737 
(“Client”). 
 
WHEREAS, Tyler and the Client are parties to a License Agreement with an effective date of August 10, 1994 (the 
“Agreement”);  
 
WHEREAS, Tyler and Client now desire to amend the Agreement; 
 
NOW THEREFORE, in consideration of the mutual promises hereinafter contained, Tyler and the Client agree as follows: 
 

1. Socrata Terms and Conditions. Tyler and Client agree to perform and be bound by all covenants, terms, and 
conditions of the Socrata Terms and Conditions, which are attached hereto as Exhibit 2 (“Socrata Agreement”) 
with respect to the Socrata Public Safety Analytics software as more particularly described in Exhibit 1 attached 
hereto, and all such covenants, terms, and conditions are incorporated by reference as if set forth at length 
herein. 
 

2. Tyler Socrata software solution is a Software as a Service suite of software.  The software will supply the Merced 
Police and Merced Fire agencies with the ability to extract extensive geographic insights from GIS data.  The 
suite Software as a Service would supply the agency with geo analytics to be able to closely analyze the GIS 
locations that are being entered through our emergency communications center in an effort to streamline and 
expedite any GIS changes needed to our geographic special data. 
 

3. The following payment terms, as applicable, shall apply to Socrata Public Safety Analytics: 
a. Upon the Amendment Effective Date, Tyler will invoice Client for three (3) years of annual SaaS Fees and 

fees for other professional services as listed in the Investment Summary. Thereafter, we will invoice you 
the SaaS Fees annually in advance on the anniversary of the Amendment Effective Date, at our then-
current rates. 

b. Socrata Implementation fixed price services as set forth in the Investment Summary will be invoiced 
upon complete delivery of the service.  
 

4. This Amendment shall be governed by and construed in accordance with the terms and conditions of the 
Agreement and if the Agreement terminates so does Client’s access to the Socrata Public Safety Analytics 
software. 

 
5. Specific to the Socrata items added to the Agreement by this Amendment, in the event of a conflict between  

any term or provision in the Amendment and any term or provision in the Agreement, the terms of the 
Amendment shall govern. The Agreement shall otherwise remain and continue in full force and effect. 

 
[SIGNATURE PAGE FOLLOWS] 
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IN WITNESS WHEREOF, a duly authorized representative of each party has executed this Amendment as of the date of 
signature of the last party to sign as indicated below. 
 
 
Tyler Technologies, Inc.   City of Merced, CA 

 
 
By:   By:   
 
Name:  Name:   
 
Title:  Title:   
 
Date:  Date:  
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Exhibit 1 
Amendment Investment Summary 

 
The following Amendment Investment Summary details the software, products, and services to be delivered by us to 
you under the Agreement.  This Amendment Investment Summary is effective as of the Amendment Effective Date.   
 
 

REMAINDER OF PAGE INTENTIONALLY LEFT BLANK 
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Exhibit 2 
Socrata Terms and Conditions 

SECTION A – DEFINITIONS 
 
Capitalized terms not otherwise defined will have the meaning assigned to such terms in the Agreement. 
 

• “Socrata Agreement” means this Socrata Software as a Service Terms and Conditions. 

• “Alert” means a message that is delivered when Client-defined thresholds are exceeded. 

• “API” means application-programming interface.  

• “External API Calls” means any request made by a user that is not logged in against a SaaS Service.  If applicable, 
the number of External API calls that are authorized are identified in the Investment Summary, attached as 
Exhibit 1.  

• “Client” means City of Merced, CA. 

• “Client Data” means data, datasets, files, information, content and links uploaded or provided by Client through 
the use of the SaaS Services, but excluding Third Party Services. 

• “Confidential Information” means nonpublic information that a reasonable person would believe to be 
confidential and includes, without limitation, personal identifying information (e.g., Social Security numbers) 
and trade secrets, each as defined by applicable state law. 

• “Dataset” means physical collection of information, typically modeled as a table of rows and columns of data.  

• “Data Storage” means the contracted amount of storage capacity for your Data identified in the Investment 
Summary.  

• “Effective Date” means the Amendment Effective Date. 

• “Amendment Investment Summary” means the agreed upon cost proposal for the products and services 
attached as Exhibit 1. 

• “Invoicing and Payment Policy” means the invoicing and payment policy.   

• “Users” means a user that is logged in and accesses the SaaS Services.  

• “SaaS Fees” means the fees for the SaaS Services identified in the Investment Summary.  SaaS Fees may be 
listed or referred to as Recurring Fees in Exhibit 1. 

• “SaaS Services” means Socrata’s off the shelf, cloud-based software service and related services, including 
support services, as specified under this Socrata Agreement. SaaS Services do not include support of an 
operating system or hardware, support outside of our normal business hours, or training, consulting, or other 
professional services. 

• “SLA” means the service level agreement described in Section C of this Socrata Agreement.  

• “Third-Party Services” means if any, third-party web-based services or platforms, including but not limited to 
third party stock photos and third-party map location services which are provided at no additional charge to you 
through this Socrata Agreement. 

• “Socrata” means Socrata, a wholly owned subsidiary of Tyler Technologies, Inc., a Delaware corporation. 

• “we”, “us”, “our” and similar terms mean Tyler. 

• “you” and similar terms mean Client. 
 

SECTION B – SAAS SERVICES 
 
1. Rights Granted.  Tyler grants to Client the non-exclusive, non-assignable limited right to use the Socrata 

GeoAnalytics and Transparency product on a subscription basis according to the terms of this Socrata Agreement 
and the SLA. Client may access updates and enhancements to the product, as  described in Section C(8). 
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2. SaaS Fees.  Client agrees to pay Tyler the SaaS Fees. Those amounts are payable in accordance with Tyler’s Invoicing 

and Payment Policy.  Client acknowledges that continued access to the SaaS Services is contingent upon your timely 
payment of SaaS Fees.  If you fail to timely pay the SaaS Fees, we may discontinue your access to the SaaS Services.  
We may also terminate this Socrata Agreement if you don’t cure such failure to pay within forty-five (45) days of 
receiving written notice of our intent to terminate. 

 
3. Ownership.   
 

3.1 Tyler retains all ownership and intellectual property rights to the SaaS Services.  

3.2 When Client uploads or provides Client Data to the Socrata SaaS platform, Client grants to Tyler a perpetual non-
exclusive, worldwide, royalty-free, sub-licensable, and transferable license to use, reproduce, publicly display, 
distribute, modify, create derivative works of, and translate the Client Data as needed in response to a Monthly 
Active User’s use of the SaaS Services.  

3.3 The SaaS Services provide you with functionality to make all or part of Client Data available to the general public 
through one or more public facing websites. Client determines which Client Data is shared publicly, and Client is 
solely responsible for determining the online terms of use and licenses relative to the use by public users 
(“Public User”) of Client Data, and the enforcement thereof. Once an internal user makes Client Data publicly 
available using the SaaS Services, Tyler has no control over a Public User’s use, distribution, or misuse of Client 
Data. Tyler has no liability or obligation to indemnify for such usage. Users have the ability within the SaaS 
Services to remove the public permissions applied to Client Data. 
 

3.4 Tyler reserves the right to develop derivative data assets based on Client’s publicly available data. These uses 
might include but aren’t necessarily limited to: aggregating and summarizing data; normalizing, standardizing 
and concatenating data to create new regional or national data assets; and developing key performance 
indicators and benchmarks.   

3.5 While Tyler agrees to never commercially sell data Client makes publicly available, we reserve the right to 
commercially sell derivative data assets we create based on Client’s public data.   

3.6 Tyler may develop derivative data assets and insights based on aggregated, anonymized views of Client’s 
internally accessible private data for the purposes of the enhancement of the SaaS Services, aggregated 
statistical analysis, technical support and other internal business purposes. 

3.7 Socrata may access Client’s internally accessible private data for the purposes of providing maintance and 
support. 
 

3.8 Client retains all ownership and intellectual property rights to the Client Data.  Client expressly recognizes that 
except to the extent necessary to carry out our obligations contained in this Socrata Agreement, Tyler does not 
create or endorse any data used in connection with the SaaS Services. During the term of the Socrata 
Agreement, Client may export Client Data as allowed by the functionality within the SaaS Services. 
 

3.9 If Client provides feedback, information, and/or or suggestions about the SaaS Services, or any other services 
provided hereunder, then Tyler (and those it allows to use its technology) may use such feedback, information, 
and/or suggestions under a royalty-free, paid-up, and irrevocable license without obligation to Client. 
 

4. Restrictions.  
4.1 You may not: (a) except as explicitly provided for herein, make the SaaS Services or Documentation resulting 

from the SaaS Services available in any manner to any third party for use in the third party’s business operations; 
(b) modify, make derivative works of, disassemble, reverse compile, or reverse engineer any part of the SaaS 
Services; (c) access or use the SaaS Services in order to build or support, and/or assist a third party in building or 
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supporting, products or services competitive to us; (d) license, sell, rent, lease, transfer, assign, distribute, 
display, host, outsource, disclose, permit timesharing or service bureau use, or otherwise commercially exploit 
or make the SaaS Services or Documentation available to any third party other than as expressly permitted by 
this Socrata Agreement; (e) use the SaaS Services to store or transmit infringing, unsolicited marketing emails, 
libelous, or otherwise objectionable, unlawful or tortious material, or to store or transmit material in violation of 
third party rights; (f) interfere with or disrupt the integrity or performance of the SaaS Services (including 
without limitation, vulnerability scanning, penetration testing or other manual or automated simulations of 
adversarial actions, without Tyler’s prior written consent); or (g) attempt to gain unauthorized access to the SaaS 
Services or its related systems or networks.  

4.2 Client acknowledges and understands that the Socrata SaaS Services are not designed to serve as the system of 
record and shall not be used in a manner where the interruption of the SaaS Services could cause personal injury 
(including death) or property damage. The SaaS Services are not designed to process or store CJIS, PHI or other 
sensitive data, and by using the Socrata SaaS Services, you acknowledge and agree that you are using the 
Socrata SaaS Services at your own risk and that you are solely responsible for use of data with the SaaS Services 
in any manner that is contrary to the uses for which the Socrata SaaS Services are designed and offered for use 
in this Agreement.  

4.3 Although we have no obligation to screen, edit or monitor the Client Data or Public User content posted on SaaS 
Services, if, in our reasonable judgment, we discover your use of the SaaS Services threatens the security, 
integrity, stability, or availability of the SaaS Services, or is otherwise in violation of this Socrata Agreement, we 
may temporarily suspend the SaaS Services, or Monthly Active Users’ access thereto. Unless Client has 
conducted penetration testing or unscheduled performance testing, Tyler will use commercially reasonable 
efforts to provide Client with notice and an opportunity to remedy such violation or threat prior to such 
suspension. Any penetration testing or unscheduled performance testing conducted by Client will result in 
immediate suspension of the SaaS Services.  

 
5. Reservation of Rights. The SaaS Services, other services, workflow processes, user interface, designs, and other 

technologies provided by Tyler pursuant to this Socrata Agreement are the proprietary property of Tyler and its 
licensors. All right, title and interest in and to such items, including all associated intellectual property rights, remain 
only with Tyler. Client may not remove or modify any proprietary marking or restrictive legends from items or 
services provided under this Socrata Agreement. Tyler reserves all rights unless otherwise expressly granted in this 
Socrata Agreement. 

 
6. Access and Usage by Internal Client Users and Contractors. You may allow your internal users and third party 

contractors to access the SaaS Services and any technical or policy controls, in compliance with the terms of this 
Socrata Agreement, which access must be for your sole benefit. You are responsible for the compliance with this 
Socrata Agreement by your internal users and contractors. 

 
7. Your Responsibilities. Client (a) must keep its passwords secure and confidential; (b) is solely responsible for all 

activity occurring under its account; (c) must use commercially reasonable efforts to prevent unauthorized access to 
its account and notify Tyler promptly of any such unauthorized access; (d) may use the SaaS Services only in 
accordance with the Documentation; and (e) shall comply with all federal, state and local laws, regulations and 
policies of Client, as to its use of the SaaS Services, Client Data, and instructions to Tyler regarding the same. 

 
8. Client Data Backup.  Client is providing Socrata a copy of Client Data. Any laws and regulations governing Client for 

retention of Client Data remains Client’s responsibility. CLIENT IS SOLELY RESPONSIBLE FOR BACKING UP CLIENT 
DATA unless otherwise specially agreed in writing between Tyler and Client. 
 

9. Return of Client Data. Upon request, Tyler will make the SaaS Services available to Client to export Client Data for a 
period of sixty (60) days following the termination of this Socrata Agreement. After such sixty (60) day period has 
expired, we have no obligation to maintain Client Data and may destroy the Client Data. 

 
10. APIs.  Tyler will provide access to the applicable application-programming interface (“API”) as part of the SaaS 
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Services under the terms of this Socrata Agreement. Subject to the other terms of this Socrata Agreement, Tyler 
grants Client a non-exclusive, nontransferable, terminable license to interact only with the SaaS Services as allowed 
by the current APIs. 

 
a. Client may not use the APIs in a manner--as reasonably determined by Tyler--that constitutes excessive 

or abusive usage, or fails to comply with any part of the APIs. If any of these occur, Tyler can suspend or 
terminate Client’s access to the APIs on a temporary or permanent basis. 

 
b. Tyler may change or remove existing endpoints or fields in API results upon at least 30 days’ notice to 

Client, but Tyler will use commercially reasonable efforts to support the previous version of the APIs for 
at least 6 months from deprecation notice. Tyler may add new endpoints or fields in API results without 
prior notice to Client. 

 
c. The APIs may be used to connect the SaaS Services to certain hosted or on premise software 

applications not provided by Tyler (“Non-Tyler Applications”).  Client is solely responsible for 
development, license, access to and support of Non-Tyler Applications, and Client’s obligations under 
this Socrata Agreement are not contingent on access to or availability of any Non-Tyler Application. 

 
d. Any open source code provided is provided as a convenience to you. Such open source code is provided 

AS IS and is governed by the applicable open source license that applies to such code; provided, 
however, that any such open source licenses will not materially interfere or prohibit Client’s limited right 
to use the SaaS Services for its internal business purposes. 
 

 
11. Data Security Measures. In order to protect your Confidential Information, we will: (a) implement and 

maintain all reasonable security measures appropriate to the nature of the Confidential Information including 
without limitation, technical, physical, administrative and organizational controls, and will maintain the 
confidentiality, security and integrity of such Confidential Information; (b) implement and maintain industry 
standard systems and procedures for detecting, mitigating, and responding to attacks, intrusions, or other 
systems failures and regularly test or otherwise monitor the effectiveness of the safeguards' key controls, 
systems, and procedures; (c) designate an employee or employees to coordinate implementation and 
maintenance of its Security Measures (as defined below); and (d) identify reasonably foreseeable internal and 
external risks to the security, availability, confidentiality, and integrity of Confidential Information that could 
result in the unauthorized disclosure, misuse, alteration, destruction or other compromise of such information, 
and assess the sufficiency of any safeguards in place to control these risks (collectively, Security Measures). 
Client acknowledges and agrees that Tyler’s obligations with respect to Security Measures is subject to Section 
B(4.2) above.   
 

12. Notice of Data Breach. If Tyler knows that Confidential Information has been accessed, disclosed, or 
acquired without proper authorization and contrary to the terms of this Socrata Agreement, we will alert Client 
of any such data breach in accordance with applicable law, and take such actions as may be necessary to 
preserve forensic evidence and return the SaaS Services to standard operability. If so required, Tyler will 
provide notice in accordance with applicable federal or State data breach notification laws. 

13. Confidentiality.  Both parties recognize that their respective employees and agents, in the course of 
performance of this Socrata Agreement, may be exposed to Confidential Information and that disclosure of such 
information could violate rights to private individuals and entities, including the parties. Confidential Information is 
nonpublic information that a reasonable person would believe to be confidential and includes, without limitation, 
personal identifying information (e.g., Social Security numbers) and trade secrets, each as defined by applicable 
state law (“Confidential Information”). Each party agrees that it will not disclose any Confidential Information of the 
other party and further agrees to take all reasonable and appropriate action to prevent such disclosure by its 
employees or agents. The confidentiality covenants contained herein will survive the termination or cancellation of 
this Socrata Agreement. This obligation of confidentiality will not apply to information that: 
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(a) is in the public domain, either at the time of disclosure or afterwards, except by breach of this Socrata 

Agreement by a party or its employees or agents; 
(b) a party can establish by reasonable proof was in that party's possession at the time of initial disclosure; 
(c) a party receives from a third party who has a right to disclose it to the receiving party; or 
(d) is the subject of a legitimate disclosure request under the open records laws or similar applicable public 

disclosure laws governing this Socrata Agreement; provided, however, that in the event you receive an open 
records or other similar applicable request, you will give us prompt notice and otherwise perform the 
functions required by applicable law.   

 
SECTION C – OTHER SERVICES 
 
1. Service Level Agreement (SLA) & Warranty. 
 

1.1 Service Warranty. Tyler warrants to Client that the functionality or features of 

the SaaS Services will substantially perform as communicated to Client in writing, or 

their functional equivalent, but Tyler has the right to update functionality. The support 

policies may change but will not materially degrade during the term. Tyler may 

deprecate features upon at least 30 days’ notice to Client, but Tyler will use 

commercially reasonable efforts to support the previous features for at least 6 months 

following the deprecation notice. The deprecation notice will be posted at 

https://support.socrata.com.  

 

1.2 Uptime Service Level Warranty. We will use commercially reasonable efforts to 

maintain the online availability of the SaaS Service for a minimum of availability in any 

given month as provided in the chart below (excluding maintenance scheduled downtime, 

outages beyond our reasonable control, and outages that result from any issues caused by 

you, your technology or your suppliers or contractors, Service is not in the production 

environment, you are in breach of this Socrata Agreement, or you have not pre-paid for 

SaaS  Fees for the Software as a Service in the month in which the failure occurred). 

 

Availability SLA Credit 

 

99.9%  3% of monthly fee for each full 

 hour of an outage that 

adversely impacted Client's 

 access or use of the SaaS 

Services (beyond the 

 warranty). 

Maximum amount of the credit is 100% of the prorated SaaS Service Fees for such 

month, or $1,800.00, whichever is less, and the minimum credit cannot be less 

than $100.00. 

1.3 Limited Remedy. Your exclusive remedy and our sole obligation for our failure to meet the 

warranty under Section C(8.2) is the provision by us of the credit for the applicable month, as 

provided in the chart above (if this Socrata Agreement is not renewed then a refund in the 

amount of the credit owed); provided that you notify us of such breach of the warranty 

within thirty (30) days of the end of that month. 

http://support.socrata.com/
http://support.socrata.com/
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SECTION D – THIRD-PARTY SERVICES 
 
1. Third -Party Services.  Client may be provided with access and usage of Third-Party Services through use of the SaaS 

Services. Client must agree to such Third-Party Service contracts if Client chooses to use those Third-Party Services. 
Third-Party Services will be solely governed by such Third-Party Service contracts.   

 
2. Disclaimer. You acknowledge that we are not the provider of any Third-Party Services.  We do not warrant or 

guarantee the performance of the Third-Party Services. 
 

SECTION E - INVOICING AND PAYMENT; INVOICE DISPUTES 
 
1. Invoicing and Payment.  Upon the Amendment Effective Date, Tyler will invoice Client for three (3) years of SaaS 

Fees and fees for other professional services as listed in the Investment Summary. Thereafter, we will invoice you 
the SaaS Fees annually in advance on the anniversary of the Amendment Effective Date, at our then-current rates.     
 

2. Invoice Disputes. If you believe any delivered item does not conform to the warranties in this Socrata Agreement, 
you will provide us with written notice within thirty (30) days of your receipt of the applicable invoice.  The written 
notice must contain reasonable detail of the issues you contend are in dispute so that we can confirm the issue and 
respond to your notice with either a justification of the invoice, an adjustment to the invoice, or a proposal 
addressing the issues presented in your notice.  We will work with you as may be necessary to develop an action 
plan that outlines reasonable steps to be taken by each of us to resolve any issues presented in your notice.  You 
may withhold payment of the amount(s) actually in dispute, and only those amounts, until we complete the action 
items outlined in the plan.  If we are unable to complete the action items outlined in the action plan because of your 
failure to complete the items agreed to be done by you, then you will remit full payment of the invoice.  We reserve 
the right to suspend delivery of all SaaS Services, including maintenance and support services, if you fail to pay an 
invoice not disputed as described above within fifteen (15) days of notice of our intent to do so. 
 

SECTION F – TERM 
 
1. Term.  The initial term of this Socrata Agreement is for three (3) years beginning on the Amendment Effective Date, 

unless earlier terminated as set forth below. Upon expiration of the initial term, this Socrata Agreement will renew 
automatically for additional one (1) year renewal terms unless terminated in writing by either party at least sixty 
(60) days prior to the end of the then-current renewal term. Your right to access or use the SaaS Services will 
terminate at the end of this Socrata Agreement.   

 
SECTION G –LIMITATION OF LIABILITY  

 
1. DISCLAIMER.  EXCEPT FOR THE EXPRESS WARRANTIES PROVIDED IN THIS SOCRATA AGREEMENT AND TO THE 

MAXIMUM EXTENT PERMITTED BY APPLICABLE LAW, WE HEREBY DISCLAIM ALL OTHER WARRANTIES AND 
CONDITIONS, WHETHER EXPRESS, IMPLIED, OR STATUTORY, INCLUDING, BUT NOT LIMITED TO, ANY IMPLIED 
WARRANTIES, DUTIES, OR CONDITIONS OF MERCHANTABILITY, TITLE OR FITNESS FOR A PARTICULAR PURPOSE. 
WHILE TYLER TAKES REASONABLE PHYSICAL, TECHNICAL AND ADMINISTRATIVE MEASURES TO SECURE THE SAAS 
SERVICES, TYLER DOES NOT GUARANTEE THAT THE SAAS SERVICES CANNOT BE COMPROMISED. YOU 
UNDERSTAND THAT THE SAAS SERVICES MAY NOT BE ERROR FREE, AND USE MAY BE INTERRUPTED.   

 
2. LIMITATION OF LIABILITY.  OUR LIABILITY FOR DAMAGES ARISING OUT OF THIS SOCRATA AGREEMENT, WHETHER 

BASED ON A THEORY OF CONTRACT OR TORT, INCLUDING NEGLIGENCE AND STRICT LIABILITY, SHALL BE LIMITED 
TO YOUR ACTUAL DIRECT DAMAGES, NOT TO EXCEED THE THEN-CURRENT ANNUAL SOCRATA SAAS FEES PAYABLE 
BY YOU.  THE PARTIES ACKNOWLEDGE AND AGREE THAT THE PRICES SET FORTH IN THIS SOCRATA AGREEMENT 
ARE SET IN RELIANCE UPON THIS LIMITATION OF LIABILITY AND TO THE MAXIMUM EXTENT ALLOWED UNDER 
APPLICABLE LAW, THE EXCLUSION OF CERTAIN DAMAGES, AND EACH SHALL APPLY REGARDLESS OF THE FAILURE 
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OF AN ESSENTIAL PURPOSE OF ANY REMEDY.  THE FOREGOING LIMITATION OF LIABILITY SHALL NOT APPLY TO 
THE INDEMNIFICATION OBLIGATIONS UNDER THE AGREEMENT.  

 
3. EXCLUSION OF CERTAIN DAMAGES.  TO THE MAXIMUM EXTENT PERMITTED BY APPLICABLE LAW, IN NO EVENT 

SHALL WE BE LIABLE FOR ANY SPECIAL, INCIDENTAL, PUNITIVE, INDIRECT, OR CONSEQUENTIAL DAMAGES 
WHATSOEVER, EVEN IF WE HAVE BEEN ADVISED OF THE POSSIBILITY OF SUCH DAMAGES. 

 
 

 
 

 
 
 

 
 
 
 
 
 
 
 

 


